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To better understand the basic principles of fEo Counter signal is transmitted back to the target RADAR. more advanced hardware, the desired behavior
RADAR and RADAR spoofing, our team has could be observed.
partnered with MIT Lincoln Laboratory to create Thus, although we did not successfully
a simple RADAR spoofing system called a integrate all of the components of the desired
DRFM. Our contact at the Lab, Dan Rabinkin, Data system together, the system constructed and the

has provided us with the necessary hardware
and resources about electronic warfare to pursue
our desired goal.

Project Goals

e Develop simulations for both RADAR and
DRFM in MATLAB to verify algorithms and

algorithms utilized are a sufficient basis for future
work to complete the project fully and to a
higher standard.
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